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SCHEME OF THE INTERCONNECTION OF MANAGEMENT 

PROCESSES AND THE MAIN FUNCTIONS OF AN INNOVATIVE AND 

ACTIVE UNIVERSITY
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CONCEPT OF CORRUPTION COUNTERACTION
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- keeping an electronic register of academic performance;

- formation of performance statements;

- attendance control;

- formation of statistic data to analyze the education 

quality.
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